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decommissioned, and real-time data
can inform how our infrastructure is
operated on a second by second

basis. Data is now as critical a
component of our infrastructure as

bricks and mortar.

" [The NIC

Intelligenc 3
could add

10.3% tons
the UK &8 estimated that the
economy. digitisation of

rail assets would
save nearly
100m pa.

Ofgem estimate smart
metering will deliver benefits
of £1.3-5.7bn by 2030

Data for the Public Good, National
Infrastructure Commission (Dec 2017)



https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/664920/transforming_infrastructure_performance_web.pdf
https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/664920/transforming_infrastructure_performance_web.pdf
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The
Transforming
Infrastructure
Performance
Roadmap to
2030 sets out
the

Government’s
strategic
objectives Iin
relation to data
on the built
environment

value — mentioned 66 times

“Government will also need
to leverage data more
effectively, as an enabler to
more effective delivery, and
also as the means of
determining whether the
desired outcomes have been
achieved.” (p.14)

“...data will increasingly
need to be made
interoperable. ... an enabler
for the provision of the right
information, at the right
time, to the right people and
to ensure the quality of the
information is understood.”

(p.20)

g‘éﬁ Reporting to Cabinet Office
and HM Treasury

Infrastructure
and Projects
Authority

Transforming
Infrastructure
Performance:
Roadmap to 2030

Information management mandate Annex B

g. apply the same level of governance
and rigour to the maintenance of its
information, to ensure thatit provides
ongoing value and benefitsto the client
organisation. This will include the ability
to share and exploit information, and
also make information available for
regulatory purposes.




The
Construction
Playbook
emphasises
the link
between data

and outcomes,
and the
Importance of
Interoperability
as an enabler

« ‘comply or explain’ guidance to UK government
departments and arms-length bodies on procuring
public works projects and programmes. B covermen

 Strongly outcomes focused (82 mentions) THE
CONSTRUCTION

PLAYBOOK

Government Guidance

 “whole life” mentioned 23 times

on sourcing and contracting public works
projects and programmes

 value — mentioned 120 times

« “greater sharing of better data” (p.4)

Interoperability

 The UK BIM Framework: “...standards, guidance and other
resources that will deliver BIM interoperability and government soft
landings” (p.23)

« Information Management Platform approach: “... guidance on
iInformation interoperability to promote the secure exchange and
use of data and information between parties. (p.23)



The Roadmap to 2030
presents a vision for
the future where we
collectively prioritise
the societal
outcomes we need,
and use data,

technology and
Improved delivery
models to achieve
them through our
Interventions in the
built environment.”

(p.6)
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A client perspective on
Interoperability

Fiona Moore



Delivering Valuable Data

The Importance of the Interoperability
Code of Practice for Technologies to
Client Organisations

Fiona Moore, GIIG Technical Lead



Delivering Valuable Data an Code of
Practice for Technologies in the Built and Managed
Environment:

‘ability to exchange and use information securely, ensuring
that the information is independent of the technologies used
to deliver it.



“ Interoperablility supports the
provision of a ‘Golden

Thread of Asset Information’




Polling Industry




? CONSTRUCTION * INDUSTRIAL ’ UK Research
‘INNOVATION HUB STRATEGY | and Innovation

BIM Interoperability Expert Group
(BIEG)

March 2020

Interoperability

Report
March 2020

Evidence from industry
practitioners, technology
providers and support
organisations.

Key themes:

« practice not theory

« practice based on standards —
UK BIM Framework (ISO19650)

 coordination

« key enablers




CONSTRUCTION
INNOVATION HUB

5. Primary recommendations /

enablers

i. Classification Schema Alignment

Firstly, it is proposed that the Steering Group
work with NBS to examine how Uniclass 2015
can be improved, supported and maintained
going forward.

Once this initial engagement has been
undertaken, other matters can be considered,
including:

= How Uniclass 2015 aligns / maps to other
conventions, such as CoClass.

= Alignment or mapping of appropriate aspects
of Uniclass 2015 with other breakdown
structures, such as NRM and SFG20.

Support to help NBS to improve and then
maintain Uniclass 2015 — including helping
NBS to liaise with key construction industry
seclor stakeholders.

It should be noted that the BIEG also considered
other schemas such as CoClass and
OmniClass. It concluded that the most efficient
way forward was to continue to support Uniclass
2015, whilst at the same time supporting its
mapping to other schemas.

ii. COBie - Practical Application and
Development

Liaise with the UK BIM Alliance and
buildingSMART UK, with support from
buildingSMART International as appropriate, to
explore the development of multiple Model View
Definitions (MVDs). This work will start with
COBie, for the reason that it continues to be a
very important part of UK Government
information procurement.

More specific work is likely to be identified once
the initial liaison has taken place.

BIM Interoperability Expert Group (BIEG) Report — March 2020

iii. Education and Skills

There is clear direction from those providing
evidence that there is a lack of digital skills
within the sector which needs to be urgently
addressed.

This is an area which will involve wider
engagement, and may need to be addressed by,
and coordinated across, a number of different
organisations.

iv. Industry Foundation Classes (IFC)

Liaise with buildingSMART International, and its
UK/Ireland Chapter, to support the further
development of IFC, with the aim of helping to
voice the concerns of key construction industry
stakeholders, as expressed by a number of the
evidence providers (see Appendix B).

More specific work is likely to be identified once
the initial liaison has taken place.

v. Standards

It is clear that work is required to clarify and
communicate the Standards landscape and then
to make sure appropriate training is available to
help improve its application. Further discovery
work will be required to correctly scope this
work.

CONSTRUCTION
INNOVATION HUZ

6. Secondary recommendations /
enablers

During the course of the work a number of other
facets of the interoperability agenda were

raised. However, the BIEG agreed that these
enablers required further evaluation, prior to
issuing specific recommendations for a variety of
reasons, including:

= lack of consensus on direction;

= requirement for further development and/or
unlikely to enter the mainstream within the
timeframe of this report;

= insufficient evidence to produce an
acceptable level of recommendation; and

= some form of proprietary content

These secondary enablers are listed below in
alphabetical order and NOT in order of priority.
Each is explained Appendix B.

i. Asset Information Model (AIM) Common
Data Environments (CDE)

ii. Drivers and Enablers

ili. Global Unique Identifiers (GUID)
iv. Operational Focus

v. Product Data Templates (PDT)

vi. Proprietary software and the use of
Application Program Interfaces (API)

vii.

Standard Data Approach
viii. Procurement and Contracts

In assessing each of the enablers and potential
activities, it will be important for the Steering
Group to take account of the work of others in
the field, who may be working on other related
projects within the CIH, the UK BIM Alliance and
wider industry. The Steering Group should
actively seek to share knowledge, avoid
duplication and improve outcomes.

BIM Interoperability Expert Group (BIEG) Report — March 2020 12

Interoperability Report
Recommendations from the
sharp end - those specifying and
delivering information

16



Technologies

The Information
Management Platform

IMP
4



Requirements of the UK BIM Framework
ISO 19650-1 Principles

9 d. Provision of a CDE to manage and store shared
Information, with appropriate and secure availability to
all individuals or parties who are required to produce,
use and maintain that information.

11.1 Managing the collaborative production of
iInformation: a CDE solution and workflow should be
Implemented....

12. A Common Data Environment (CDE) solution and

BS ENISO 19650-1:2018

BSI Standards Publication

Organization and digitization of information about
buildings and civil engineering works, including
building information modelling (BIM) - Information
management using building information modelling

Part 1: Concepts and principles

bsi.

workflow... should be used for managing information
during asset management and project delivery.



Controlled
Data Delivery
Control
infrastructure data,
automate assurance
and integration, to
inform their very
best operational
decisions.

Golden Thread
System of Record

An auditable
‘golden thread’
system-of-record,
immutably
capturing, assuring
and storing
information and
data, its provenance
and purpose.

Information Management Platform:
Informing clients’ operational decisions

Data Quality
Data Reliability

Providing the
technology and
tools to significantly
improve data
quality,
completeness and
reliability.

Data Visualisation
System Integration

Providing an open-
format, structured
portfolio data
model and
referenced
documents, to
enable visualisation,
analytics, insight
and informed
decisions

System of Systems
Foundation Digital Twin

Building a reliable
and exploitable
information
management
resource,
transferring insight
and value, informing
policy, for better
social outcomes.



The processes an Information Management Platform
supports

HO0S

Specify Procure Deliver Assure Store Present Exploit
Standardised, Framework- Delivery Automated Immutable Visualisation, Automated
scalable, level minimum certainty, rule-based and storage of analytics and enterprise and
content- technical against subject matter contracted insight, 3" party
managed standards, information expert file content; performance system
reducing risk requirements assurance structured dashboards integration,
and cost within short data and enabling
contract extraction reporting federated

response times into portfolio digital twins

repository

20



Information Management Platform — a modular technology platform

A scalable modular technology pipeline - some of which may already exist in a client
organisation

=

> Value
Insight

Specify Procure Deliver Assure Store Present Exploit

Contract Line

A standards based approach to information
and data capture

Client Data

Organisation

1 @1 16D

DELIVERY
TEAM

Client

Lead
/ Appointed 8
& Party
Y

Platform

1®1@1D

A modular technology approach
some of which may already be present

POCOOe

Reference Discovery Immutable Automated Structured Automated
Data Protocol Container Rules Data System
Library Store Reporting Repository Integration

An Information Management Platform enabling the Information Management Mandate o1




Information Management Platform —Technology Modules

Contract Line

Client
Organisation

DELIVERY
TEAM &P
/ Aﬁ;;;)inled
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r— i Platform
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| Information Delivery Pipeline >
i A
mmm
QG NS
Reference Data Library: Discovery Protocol: Immutable Container Store: Automated Rules Reporting: Structured Data Repository: Automated System Integration:
A curated and securely accessible An automated means to Access controlled store of project-  System for automating the A repository of assured structured A system that transfers published,
collection of reference data achieve interoperable based information which allows generation of rules-based reports data, populated with records from accepted and assured content from
standards and data sets required system-to-system digital assurance activities to be on data and information in the the Immutable Container Store, the Structured Data Repository to
to be used for information information exchange. undertaken through rules-based Immutable Container Store, with which allows authorised users to update each target enterprise system.
management throughout the processes and inspections by reports accessible only to explore, query and cross-
organisation, whether externally subject matter experts, prior to authenticated internal and external  reference information they are
or internally authored. the information being accepted users. authorised to access using

into the Client's organisation information visualisation and
analytics tools.



Published Resources

IMPACT Information Management Platform Assessment and Checklist Tool

https://www.ukbimframework.org/giig/

In addition to IMPACT: Information Interoperability
« Step-by-step guidance on implementing an information :
management platform e Lindustry ¢oup (1 i o el e it evianment sy e, et benet o, narapea fcrmtion i i
« A case study of the Environment Agency’s modular
technology approach.
« Contract clauses to support the procurement of
interoperable information.
* Glossary — to increase understanding and drive PP — o
consistency. .
— p— o
o
— o

Did you find this page useful?




Information Management Platform:
enabling the delivery of the TIP roadmap to 2030

Societal
outcomes a | 17 mon
Policy
A
peeseresasiacas |"si;lms .............. N
Systems of S klliit
Systems

Modification

The Built Environment Model from TIP Roadmap to 2030.
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The Interoperability Code of
Practice for Technologies

Paul Wilkinson



Delivering Valuable Data

An Interoperability Code of Practice for

Technologies in the Built and Managed
Environment

Paul Wilkinson, chair of CoP working group



Why poor interoperabillity is a problem

Inadequate interoperability recognised as inhibiting industry
performance since 1990s NET S =

| Cost Analysis of Inad i
‘ 08 Llysis equate Interoperability j
U.S. Capital Facilities Industry ; yinthe

e 2002 NIST analysis conservatively estimated annual cost of |
inadequate interoperability at $15 billion per annum
(2002 UK estimate £1bn/yr) o

e 2007 US survey: poor interoperability added:

* over 3% to project costs

* 3% to project schedules »

* In UK, NAO: “managing inconsistent and poor-quality data
... can take 60% to 80% of some civil servants’ time.”



2022 survey: Interoperabillity iIssues

M always W sometimes M rarely/never W don't know [/ not applicable

Some asset owners specify proprietary software
applications

Some customers specify proprietary software
applications

We find it hard to access information held in
proprietary file formats

We have had problems in accessing or using
information created with older or different version...

We have incurred
additional costs exchanging, accessing or using...

It is time consuming to exchange, access or use
information held in proprietary file formats

We experience inadequate quality,
accuracy or completeness of information held in...

100% 0% 100%

Has experienced | Not experienced




Objective

“To achieve ‘greater sharing of better data’ and deliver better
whole life outcomes in line with UK construction strategy, by
developing a voluntary industry code of practice (and supporting
mechanisms) for technologies to improve interoperability ...”

British Standards definition: “A code of practice contains recommendations and
supporting guidance, where the recommendations relevant to a given user have to
be met in order to support a claim of compliance. .... Depending on the context and
field of application, a code of practice usually reflects current good practice as
employed by competent and conscientious practitioners.” (emphasis added)



Primary audiences for CoP

e technology providers — developers of information management
technologies and services used to create and provide information
for industry users (and thus for asset owner/operators)

» Asset owner/operators — procurers of information, often also
technology buyers and users

 design, construction, facilities/asset management professionals —
technology buyers and users, with obligations to create and provide
information to asset owner/operators



16 working group members

John Egan, CEO, David Bailey, _F_ran Parkins_, Phil Thompson, Tom Oulton, Rider
BIMLauncher Group Property Ministry of Justice NG Bailey Levett Bucknall
Systems,
Manchester NHS

Andy Ward, Ben Wallbank, Bruno Postle,
CEO, XBIM BIM Strategy, Diales Technical
Viewpoint

Marek Suchoki Jack Seakins, Paul Surin, Simon McArthur, Patrick Owen, Bill Davis,

. - . Andrew Krebs, is,
Autodesk JLL Technologies IBM Docuping Tideway Ministry of Justice U0 REE

Digital Manager, Sodexo
SWECO

50% technology providers 25% owner/operators 25% supply chain




Context

Value Toolkit (v2.0, 2022)
TIP Roadmap to 2030 (2021)

Delivering Valuable Data:

An Interoperability Code of Practice for Technologies

Construction Playbook (2020, 2022)

VVVVVVVVVV
zzzzzzzzz

UK BIM Framework (2019)

Construction Sector Deal (2018)

Building a Safer Future (2018)

Data for the Public Good (2017)

Transport Infrastructure Efficiency Strategy (2017)

Transforming Infrastructure Performance (2017)

Digital, Data and Technology Playbook (2022)
Guidance on knowledge asset management (2021)
UK Gov national data strategy (2020)

National geospatial strategy (2020)

CDDO Technology Code of Practice

Open standards principles (2018)

UK Gov digital strategy (2017, 2022)

UK Gov industrial strategy (2017)



Context set Code of Practice direction

* Playbooks, TIP Roadmap
UK BIM Framework

* Interoperability

5 underpinning

e CDDO Technology Code

of Practice ¢ direct principles:
set airection ... . i

e Data for the public good HEEE
* Security

* Open standards, APIs

e (Client data control

* Avoiding vendor lock-in

Data ownership
Value

Competition



A consultative process
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Draft Code of Practice: consultation

» four-week consultation period:
26 January — 22 February 2023

« draft Code of Practice available to
download

contractual inform

26th January to

 six online surveys
(one per main section of the Code

feedback

Before taking a
find attac
links to al

naterial, please download 'Delivering Valuable Data -

de of Practice for

| « 300+ participants, 117 comments,
— 4% agreement with key need and

principles, and strong support for
technical requirements




Comments captured and reviewed

Of 117 written comments received and reviewed, a third resulted in
changes incorporated in v1.0 of the Code
Example amendments raised by multiple respondents:

 Clarifications about long-term access to data (eg: for warranty,
regulatory, PIl purposes)

« Underline whole life use of data for ISO 19650-3 ‘trigger
events’

 Emphasise security and 1SO 19650-5 guidance, adding
technical requirement for user access/permissions
management

 Improve/clarify language on ‘open standards’

Delivering Valuable Data:

An Interoperability Code of Practice for Technologies
in the Built and Managed Environment

Version 1.0
April 2023



Interoperabillity

Information created or stored
on a technology should be
capable of secure exchange
with other systems so that it
can be used and managed.

It should not be dependent on
the technologies or services
used to produce or process lit.



Five underpinning principles

longevity — enabling long-term findability, access, reuse and exploitation, and
continued value, of information

security — maintaining security, confidentiality and privacy protections, while
allowing sharing of non-sensitive information for the public good

information value — enhancing the value of information created, managed and
shared by technology-using professionals

information ownership — ensuring enduring ownership and control by asset
owner-operators of valuable data about the assets they own

competition — promoting fair competition between technology providers (and
indirectly among supply chain users of technologies)




Structure of core six sections of Code

4. Related technical
requirements

1. Definition of principle 3. What the principle

2. Brief explanation and means for technology
context providers

Interoperability

Information should be capable of

information. Improving interoperabilty in the buit

particularly highiighted in the TIP Roadmap to
30and in the Construction Playbook. Both refer
to the UK BIM Framework which, citing 1SO 196507
distinguishes between proprietary and open data
(data available/visible to others and that can be
freely used, re-used, re-published and redistributed

between systems which fuels innovation® Focusing
on procurement of technologies, the DDaT Playbook

for commercial off-the-shelf (COTS)

requirements should be considered to
ensure accessibility and transparency™

The CDDO Technology Code of Practice Point 4,

with other technology® The CDDO also advises
Government buyers of technologies: “You should

the Digital Data and Y

CDDO Technology Code of Practice. The DDaT
Playbook's key policies include adoption of non-
proprietary data formats and use of interoperable.
data. It says “The ability to exchange and share
information and data between contracting
authorities and suppliers and across government
is key for long-term success. .Operating in this
consistent way will allow the interoperabilty

This wi maximise the value
of its collective information and reduce information
value depreciation over time.

What the interoperability principle
means for technology providers

e information will often be initialy cres

Technology providers should ensure

ind managed environment sector has been an software, enable data extraction in a

objectiv vernment since 2011 I GealSON
plscitis of the:U\c Govesmant snce 20110 e’ common format and IP and licencing

current requirement of UK construction strategy,

‘Make use of open standards; urges use of open unigue property reference rumbers
by:nya:ey in lh\‘s;udempmcwze,me!:cus 500 yandarda” tschnology so that it s casier 1o expand UPRN) and unique street reference
g simaiavaliabie In non:proprietsry fommess and upgrade, and to ensure it communicates umbers (USAN
or formats that are published as open standards.

e e
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o et et s 25

Related technical requirements:

a. Open standard formats and schemas -

Openal

e of location point

fellow in designir

12018 - Open relational data

APl (application programming interfaces)

et relatad

ipted RESTRul o

nology

of interoperabikity shos

pen Data Protocal (0Data, an

developed using proprietary software or services, uld apply British
secure exchange between two or sresses the need for interoperabilty: that their products or services \hioa s nipoled Aaeds s Nichange Wiomnetlon
well documerted!™ It stiulstes APls ‘shoukd

more systems so that it can be support the exchange of non- with & contracting sulfiorly or of e arple i ot

“ e ¥ that information should be defiverable in an -
used and managed. It should not STt o0 Soes, proprietary information without sqreed non-propretary form based on open FAIR 150 86012004 or the presentation of
be dependent on the technologies including data, should be able to be loss, amendment, mis-interpretation  Pincivssothatitis o d immediately i oo v

latf findable le and reusabie b

or services used to produce or fas“Y:‘°;5’f99:’ a°’°?5(h° a; ‘:”“5 or additional work for users, so Recipients shoukd not have to use a proprietary 2

0 make efficient use of the data we s information
process it that the integrity and value of bt i 5 £

own. Contracting authorities should 2 ” providedto them (this Survey of Grest Britain 1936 Datum -
“This is the most important principle of the CoP, ensure that all contracts, including information is not compromise maintenance ofrecords i both native and open sed in many UK data sets) standards b APls. OpenAP!
core to maintaining and maximising the value of forms where there s any uncertainty

Pl ver

Todsy wherea govermentdeparmertoragency  Coernent DS oftechnologies: ou shoud = oty g oy uoredon
; B oy of .y or service. This will involve using e ==

fsaocovred i tho GovemmantFurcond! gty standars o help you soe your dat o ther = = T

Stendard GovS 00% Dighal Data ond Thchnalogy government organisations can find and reuse it

or Note: This section on the CoP's principle

uld be read in

conjunction with the following section.




Technical requirement | principles Interoperability Longevity Security Information Information Competition
ownership value
| M M |

Open standard formats and schemas
Open APIs M | | M
Immutability
Metadata

Identity
Timestamps
Versioning
Provenance

Backward compatibility

M
M
M
M
M
M
M
M
M

Information segregation/ federation
Security certification

Authorisation

Authentication

Access user interface

NENNNNEN
NEANXNNNRN

Data residency/ sovereignty
Ownership & licensing
Data exploitation

Information transfer (returnability) -

NN XNNJ

Non-retention



. Interoperabillity

... the focus is on making data available in non-proprietary formats, or formats
that are published as open standards ...

Technology providers should...

... ensure that their products or services support the exchange of non-
proprietary information without loss, amendment, mis-interpretation or
additional work for users, so that the integrity and value of information is not
compromised.

Related technical requirements (2):

« Open standard formats and schemas - eg: standard date/time, location
information, open relational data schemas (eg: IFC) and use cases (eg:
COBie)

* APIs “should be used to enable effective data sharing... in interoperable,
reusable and open formats” (DD&T Playbook); recommends OpenAPI
Specification (v3) as a standardised way of describing RESTful web APIs

Interoperability

Information should be capable of
secure exchange between two or
more systems so that it can be
used and managed. It should not
be dependent on the technologies
or services used to produce or
process it.

This is the most important principle of the CoP,
core to maintaining and maximising the value of
information. Improving interoperability in the built
and managed environment sector has been an
objective of the UK Government since 201" It is a
current requirement of UK construction strategy,
particularly highlighted in the TIP Roadmap to
2030and in the Construction Playbook. Both refer
to the UK BIM Framework which, citing ISO 196502
distinguishes between proprietary and open data
(data available/visible to others and that can be
freely used, re-used, re-published and redistributed
by anyone). In this Code of Practice, the focus is on
making data available in non-proprietary formats,
or formats that are published as open standards.

Today, where a government department or agency
is buying technology, the principle of interoperability
is also covered in the Government Functional
Standard GovS 005: Digital, Data and Technology;*
the Digital, Data and Technology Playbook and the
CDDO Technology Code of Practice. The DDaT
Playbook’s key policies include adoption of non-
proprietary data formats and use of interoperable
data. It says "The ability to exchange and share
information and data between contracting
authorities and suppliers and across government

is key for long-term success. ..Operating in this
consistent way will allow the interoperability

between systems which fuels innovation!™ Focusing
on procurement of technologies, the DDaT Playbook
stresses the need for interoperability:

“Government’s information assets,
including data, should be able to be
easily exchanged across platforms

to make efficient use of the data we
own. Contracting authorities should
ensure that all contracts, including

for commercial off-the-shelf (COTS)
software, enable data extraction in a
common format and IP and licencing
requirements should be considered to
ensure accessibility and transparency."®

The CDDO Technology Code of Practice Point 4,
‘Make use of open standards, urges use of open
standards technology so that it is easier to expand
and upgrade, and to ensure it communicates

with other technology The CDDO also advises
Government buyers of technologies: “You should
manage your data as an assct that is independent
of any technology or service. This will involve using
data standards to help you store your data so other
government organisations can find and reuse it"™®
This will help Government to maximise the value

of its collective information and reduce information
value depreciation over time.

44




. Longevity

Interoperability is not a short-lived or temporary requirement, nor is it solely
related to asset delivery or operational activities....

Informed by IMP requirements: assured, trusted, reliable information
Technology providers should ...

... ensure that their products or services support the continued findability,
accessibility, interoperability and reusability of information — including for audit
trail, provenance or regulatory purposes — throughout the lifecycle(s) of the
asset(s) to which it relates.

Related technical requirements (10):

e Open standard formats and .

schemas .
* Immutability .
* Metadata .
*  Workflow .
* |dentity

Timestamps

Versioning

Provenance

Backward compatibility

Information segregation/ federation

Principles

Five principles underpin achieving
and maintaining interoperability
in the built and managed
environment, namely:

1. longevity;

2. security;

3. information ownership;
4. information value; and

5. competition.

Longevity

These principles reflect demands in UK
Government technology guidance and in built and
managed environment guidance (for example,
the Construction Playbook, TIP Readmap to 2030
and UK BIM Framework). For each principle, the
implications for technology providers are set out,
and related technical requirements are given
(some technical requirements span multiple
principles). These may form the basis for future

ssessment of technologies by clients during
procurement processes.

Information should remain
appropriately accessible and

useable across asset owner-operator
systems, including for audit trail,
provenance or regulatory purposes,
supporting decision-making
activities and providing ongoing
value through the whole life of the
physical asset(s) to which it relates.

Interoperability is not a short-lived or temporary
requirement, nor is it solely related to asset delivery

or operational activities (for example, information
may be contractually required for activities as

part of a feasibility or planning phase for assets

yet to exist, o it may be related to Organisational
Information Requirements, OIRs). Information

may be progressively handed over during delivery
of a new asset, or it may be provided during the
handover of the physical assets to which it relates.
It should then be capable of reuse throughout the
lifecycle of those assets for information purposes
relating to occupation, aperation or change of
ownership, through to end of life. In particular,
information may be reused for anticipated activities
such as regular maintenance or inspections, or for
unpredicted ‘trigger events’ that may result in repairs,
replacements or other required works.?®

1
10,2030, September 2021 Tha information Managsment Mandsts s in Amnx &
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. Security

Information should be managed so that it maintains necessary security,
confidentiality and privacy protections while maximising opportunities for
appropriate sharing of non-sensitive information for the public good.

Technology providers should ...

... support a risk-based holistic approach addressing people, process,
physical and technical security aspects in response to a documented risk
assessment.

... adhere to advice from National Cyber Security Centre and National
Protective Security Authority (formerly CPNI)

Related technical requirements (7)

e Security certification * Access: Ul
e Authorisation * APIs (security)
e Authentication * Information segregation / federation
* Userrights / permission
management

Security

Information should be managed

so that it maintains necessary
security, confidentiality and privacy
protections while maximising
opportunities for appropriate
sharing of non-sensitive information
for the public good.®

Information should be managed to prevent
unauthorised access, modification, destruction,
disclosure, or use, while ensuring its confidentiality,

availability (inclu eliability), safety, resilience,
y, utility and integril

In the context of the built and managed
vvvvvvvvvvvv t, the TIP Roadmap to 2030 requires
clients to:

“.follow the sensitivity assessment
process set out in Clause 4 of ISO 19650-
5 to determine whether to implement

a security-minded approach. Where

a security-minded approach is required,
to develop and implement this following
the requirements set out in ISO 19650-5
clauses 5 to 9
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. Information ownership

The asset owner-operator should procure and specify in contracts that it
retains ownership and secures unrestricted direct control over its asset data Information ownership

for as long as required to satisfy asset lifecycle, portfolio or organisational

The asset owner-operator should In addition to the value of asset-related information

Inform atlon req u I rem e nts i procure and specify in contracts (Egzne’a“o:as S e e S

isation a
y BEIS, the Gor
ransf

that it retains ownership and
secures unrestricted direct

In addition to the value of asset-related information for operational purposes, controlover s asset dta for a5

long as required to satisfy asset

it will have value to an organisation as a ‘knowledge asset’. The Rose Book fecycle, portfoli or organisaiona

information requirements.

also requires that organisations retain direct control of their data assets to
protect against failure of any third party data steward. ‘

“..the information it procures and holds
is an important asset with value, that is

Tec h n o I ogy p rovi d e rs S h o u I d s critical to undertaking and optimising the

operations, maintenance and disposal

of the asset; and [clients should] apply
t aga: failure of any third party

... ensure that their products or services help asset owner-operators to assert Sk nnmns ek, | _
and secure unrestricted ownership and control of their asset-related el e

This will include the ability to share

I nfo rm atl O n " and exploit information, and also make = Joamiythel
C

the org
information available for regulatory

ets and use them fully to meet
ds

purposes.® (emphasis added)

Related technical requirements (5):

* Ownership and licensing * Information transfer (returnability)
» Data residency / sovereignty * Non-retention

* Data exploitation
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 Information value

Information an asset owner-operator procures and holds should be regarded
as an important asset with intrinsic long-term value. Information should be
created, exchanged, (re)used and updated so that it can maximise value (and
minimise depreciation) for the owner-operator. The value of information
should be enhanced through appropriate sharing, collaboration and
exploitation.

Technology providers should ...

... (1) ensure they are able to help contracting authorities and their suppliers
to maximise the value of the information deliverables that users create and
exchange, and ...

... (2) particularly when providing long-term information management
‘stewardship’ services to an asset owner-operator, support users in
maintaining the value of that information

Related technical requirements (8):

* Open standard formats and schemas ¢ User rights / permission management
* Security certification * Access: Ul

e Authorisation e APIs (security)

e Authentication * |Information segregation / federation

Information value

Information an asset owner-
operator procures and holds
should itself be regarded as an
important asset with intrinsic long-
term value. Information should be
created, exchanged, (re)used and
updated so that it can maximise
value (and minimise depreciation)

for the owner-operator. The value
of information should be enhanced
through appropriate sharing,
collaboration and exploitation.

the acquisition or creation of knowledge assets”
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. Competition

Information practices should enable fair competition — between the
technology providers whose tools enable the creation, exchange and
management of information, and amongst users of the tools (eg: supply chain
businesses involved in planning, design, delivery, operation, repair and
maintenance, and management of assets).

Interoperable data is ... important for a healthy and competitive market.
Technology providers should ...

... ensure that their products or services support non-proprietary exchanges
of information between contracting authorities and their suppliers, and
between suppliers.

Related technical requirements (4):

Backwards compatibility
Information segregation / federation

* Open standard formats and schemas
* APIs .

Competition

Information practices should enable
fair competition - between the
technology providers whose tools
enable the creation, exchange and
management of information, and
amongst users of the tools (for
example, supply chain businesses
involved in planning, design, delivery,
operation, repair and maintenance,
and management of assets).

Many software applications create outputs which
need to be in a format that can be consistently
managed by the software. However, this often

means that created content is stored in proprietary
formats that software providers may try to keep
secret. Consequently, as the information's author,

a user or their employer may own the intellectual
rights to the information (copyright), but they cannot
retrieve it except by using a version of the proprietary
software used to produce the file or data. This has
two consequences. First, the business becomes
dependent upon the vendor's software (‘'vendor lock-
in’), compounded by high switching costs. Second, it
cannot then exchange that information with people
using competing software, potentially causing
contractual issues.® Inter-organisation information-
sharing therefore requires other businesses to buy
the same proprietary software.

This deepens industry dependence upon the
proprietary software. It also hampers fair competition
between supply chain businesses (proprietary
software use may be a condition of appeintment,

for example) and adds costs for end-users of
information (asset owner-operators, may need to
purchase the proprietary software in order to access
the files or data documenting their assets).

As mentioned (3 above), the need for interoperability
to avoid vendor lock-in is covered in government
guidance including the Digital, Data and Technology
Playbook and CDDQ Technology Code of Practice.
Discussing API technical and data standards, the
Playbook says:

“Interoperable data is ..important for a
healthy and competitive market. Data
which is not interoperable can give
incumbent suppliers a competitive
advantage when re-procuring and may
result in vendor-lock into a specific piece
of technology, or supplier software. By
allowing equal access to government
IT contracts for open source and
proprietary software providers, we

will create a level playing field, drive

competition and incentivise suppliers to
co-operate and innovate."®
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Reaction / Iimpact to date

* Very positive sentiment in comments received
via public consultation platform

« Launch of Code public consultation covered Iin
BIM Plus ( ), and supported in
opinion piece from technology provider (

)

* Question about the Code to be included in s.10
of BulldUK Common Assessment Standard

 Potential international application of Code
approach (BuildingSMART Int’l)

Bridging the interoperability gap —
a BIM Plus opinion piece by a
contributor to the CoP consultation

An affirmative step

A code of practice is an affirmative
step for industry resilience, and an
important missing piece of the puzzle
on the government’s Transforming
Industry Performance roadmap

2030. |

.,. ‘r‘
s 21.02.23



https://www.bimplus.co.uk/draft-interoperability-code-of-practice-out-for-consultation/
https://www.bimplus.co.uk/bridging-the-interoperability-gap/
https://www.bimplus.co.uk/bridging-the-interoperability-gap/

The end of the beginning... next steps

« Expand awareness of Code (v 1.0) beyond industry

launch
* Provide mechanisms for sign-up to, and support for, the Delivering Valuable Data:

COde, |nCIUd|ng by prOCUI’eI'S An Interoperability Code of Practice for Technologies

) o ] ‘ . in the Built and Managed Environment

« Establish self-sustaining industry ‘stewardship’ of the

Code to ... i

... capture experience and industry feedback on Code adoption, including
for procurement o

... develop ‘bronze, silver, gold’ assessment
... develop Code version 1.1, and
... explore international dimension

 Further communications to follow ....



Delivering Valuable Data
An interoperability code of practice for

technologies in the built and managed
environment

Download from:


https://www.ukbimframework.org/giig/

A supply-chain / technology-
user perspective

Terry Stocks
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What data is What data is Develop data Asset / data Data shared Data led

there to help there that can sets for handover to between decision
define the be reliably delivery and allow effective systems and making, reuse
problem? shared? operations consumption stakeholders [ renew ?

Policy /

Programme Pre- Contract Handover

: Contract Delivery End of Life
Planning

Operations

There is a potential for waste at every interface!
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What data is
there to help
define the
problem?

Policy /
Programme
Planning

FAITHFUL
TlcouLp

Member of the SNC-Lavalin Group

What data is
there that can
be reliably
shared?

Pre-
Contract

Develop data
sets for
delivery and
operations

Contract
Delivery

Professional Service
/ Contractor Systems

Asset / data

handover to
allow effective
consumption

Handover

Data shared
between

systems and
stakeholders

Operations

Supply Chain
Systems / User
Interfaces

There is a potential for waste at every interface!

Data led
decision
making, reuse
[ renew ?

End of Life

Data
Golden
Thread



* Buying data once and using it lots of times has been an Information Management ‘mantra’ for some time!
Perhaps it should be -

* Buying ‘Data Once’ and using it lots of times on the systems we choose!

The current landscape forces major investment and can be a barrier to effective Information Management adoption

and practice

Software providers working together to enable real ‘interoperability’ would help unlock effective data sharing,
improved end to end asset data management and planning

The Code of Practice for Interoperable Data is therefore a key document in delivering improved UK asset
management delivery, performance and policy alignment.

FAITHFUL
TlsouLb

Member of the SNC-Lavalin Group
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Delivering Valuable Data
An interoperability code of practice for

technologies in the built and managed
environment

Download from:
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