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Data is critical 
to improving 
the built 
environment

“Data informs how our infrastructure 
is built, managed and eventually 
decommissioned, and real-time data 
can inform how our infrastructure is 
operated on a second by second 
basis. Data is now as critical a 
component of our infrastructure as 

bricks and mortar. Data is part 
of infrastructure and 
needs maintenance in the 
same way that physical 
infrastructure needs 
maintenance. It must be 
updated, housed and 
made secure.”

Data for the Public Good, National 
Infrastructure Commission (Dec 2017)

• In 2017, data was 
worth an estimated 
£50 billion to the 
economy.

KPMG

estimated 

every £1 

invested in 

data 

delivers a 

return of £6. 

The NIC 

estimated that the 

digitisation of 

rail assets would

save nearly 

£100m pa.

Ofgem estimate smart 

metering will deliver benefits 

of £1.3-5.7bn by 2030..

Artificial 

Intelligence 

could add 

10.3% to 

the UK 

economy.

https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/664920/transforming_infrastructure_performance_web.pdf
https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/664920/transforming_infrastructure_performance_web.pdf


Government 
Construction 
policy is now 
driven by 
outcomes and 
the need to 
address the 
challenges of 
productivity, 
climate change, 
building safety 
and financial 
pressures



The 
Transforming 
Infrastructure 
Performance 
Roadmap to 
2030 sets out 
the 
Government’s 
strategic 
objectives in 
relation to data 
on the built 
environment

• value – mentioned 66 times

• “Government will also need 
to leverage data more 
effectively, as an enabler to 
more effective delivery, and 
also as the means of 
determining whether the 
desired outcomes have been 
achieved.” (p.14)

• “ …data will increasingly 
need to be made 
interoperable. … an enabler 
for the provision of the right 
information, at the right 
time, to the right people and 
to ensure the quality of the 
information is understood.” 
(p.20)

Information management mandate Annex B



The 
Construction 
Playbook 
emphasises
the link 
between data 
and outcomes, 
and the 
importance of 
interoperability 
as an enabler

• ‘comply or explain’ guidance to UK government 
departments and arms-length bodies on procuring 
public works projects and programmes. 

• Strongly outcomes focused (82 mentions) 

• “whole life” mentioned 23 times

• value – mentioned 120 times

• “greater sharing of better data” (p.4)

Interoperability

• The UK BIM Framework: “…standards, guidance and other 

resources that will deliver BIM interoperability and government soft 

landings” (p.23)

• Information Management Platform approach: “… guidance on 

information interoperability to promote the secure exchange and 

use of data and information between parties. (p.23)



The Roadmap to 2030 

presents a vision for 

the future where we 

collectively prioritise 

the societal 

outcomes we need, 

and use data, 

technology and 

improved delivery 

models to achieve 

them through our 

interventions in the 

built environment.” 

(p.6)



A client perspective on 
interoperability

Fiona Moore



Delivering Valuable Data

The Importance of the Interoperability 
Code of Practice for Technologies to 
Client Organisations

Fiona Moore, GIIG Technical Lead
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Delivering Valuable Data an Interoperability Code of 

Practice for Technologies in the Built and Managed 

Environment:

‘ability to exchange and use information securely, ensuring 

that the information is independent of the technologies used 

to deliver it.’



“
13

Interoperability supports the 

provision of a ‘Golden 

Thread of Asset Information’ 



Polling Industry



Interoperability 

Report 
March 2020

Evidence from industry 

practitioners, technology 

providers and support 

organisations.

15

Key themes:

• practice not theory

• practice based on standards –

UK BIM Framework (ISO19650)

• coordination

• key enablers
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Interoperability Report 

Recommendations from the 

sharp end - those specifying and 

delivering information



Technologies

The Information 
Management Platform

IMP
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Requirements of the UK BIM Framework 
ISO 19650-1 Principles

9 d. Provision of a CDE to manage and store shared 

information, with appropriate and secure availability to 

all individuals or parties who are required to produce, 

use and maintain that information.

11.1 Managing the collaborative production of 

information: a CDE solution and workflow should be 

implemented….

12. A Common Data Environment (CDE) solution and 

workflow... should be used for managing information 

during asset management and project delivery.



Contract 
Line

Control 
infrastructure data, 

automate assurance 
and integration, to 
inform their very 
best operational 

decisions.

Controlled 
Data Delivery

An auditable 
‘golden thread’ 

system-of-record, 
immutably 

capturing, assuring 
and storing 

information and 
data, its provenance 

and purpose.  

Golden Thread
System of Record

Providing the 
technology and 

tools to significantly 
improve data 

quality, 
completeness and 

reliability.  

Data Quality
Data Reliability

System of Systems 
Foundation Digital Twin

Building a reliable 
and exploitable 

information 
management 

resource, 
transferring insight 

and value, informing 
policy, for better 
social outcomes.

Providing an open-
format, structured 

portfolio data 
model and 
referenced 

documents, to 
enable visualisation, 

analytics, insight 
and informed 

decisions

Data Visualisation
System Integration

Information Management Platform: 
Informing clients’ operational decisions 
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The processes an Information Management Platform 

supports

…

Standardised, 
scalable, 
content-
managed

Framework-
level minimum 

technical 
standards,  

reducing risk 
and cost 

Delivery 
certainty, 
against 

information 
requirements

Automated 
rule-based and 
subject matter 

expert 
assurance 

within short 
contract 

response times

Immutable 
storage of 
contracted 

file content; 
structured 

data 
extraction 

into portfolio 
repository

Visualisation, 
analytics and 

insight, 
performance 
dashboards 

and 
reporting

Automated 
enterprise and 

3rd party 
system 

integration, 
enabling 

federated 
digital twins
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A scalable modular technology pipeline - some of which may already exist in a client 

organisation

…

Information Management Platform – a modular technology platform

Insight

Value

An Information Management Platform enabling the Information Management Mandate

Contract Line
A standards based approach to information 

and data capture

A modular technology approach
some of which may already be present

Contract Line

Data



Contract Line

Information Delivery Pipeline

Reference Data Library: 
A curated and securely accessible 
collection of reference data 
standards and data sets required 
to be used for information 
management throughout the 
organisation, whether externally 
or internally authored.

Discovery Protocol: 
An automated means to 
achieve interoperable 
system-to-system digital 
information exchange.

Immutable Container Store: 
Access controlled store of project-
based information which allows 
assurance activities to be 
undertaken through rules-based 
processes and inspections by 
subject matter experts, prior to 
the information being accepted 
into the Client's organisation

Automated Rules Reporting: 
System for automating the 
generation of rules-based reports 
on data and information in the 
Immutable Container Store, with 
reports accessible only to 
authenticated internal and external 
users.

Structured Data Repository: 
A repository of assured structured 
data, populated with records from 
the Immutable Container Store, 
which allows authorised users to 
explore, query and cross-
reference information they are 
authorised to access using 
information visualisation and 
analytics tools.

Automated System Integration: 
A system that transfers published, 
accepted and assured content from 
the Structured Data Repository to 
update each target enterprise system.

Information Management Platform – Technology Modules



…

IMPACT Information Management Platform Assessment and Checklist Tool

https://www.ukbimframework.org/giig/ 

In addition to IMPACT: 

• Step-by-step guidance on implementing an information 

management platform. 

• A case study of the Environment Agency’s modular 

technology approach. 

• Contract clauses to support the procurement of 

interoperable information. 

• Glossary – to increase understanding and drive 

consistency. 

Published Resources
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Client Information 
Management 

Platform

Value

Insight

…

Decisions

Social outcomes

Data

Information Management Platform: 
enabling the delivery of the TIP roadmap to 2030

The Built Environment Model from TIP Roadmap to 2030. 



Delivering Valuable Data

An Interoperability Code of 
Practice for Technologies in the 
Built and Managed Environment

April 2023
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The Interoperability Code of 
Practice for Technologies

Paul Wilkinson



Delivering Valuable Data

An Interoperability Code of Practice for 
Technologies in the Built and Managed 
Environment

Paul Wilkinson, chair of CoP working group



Why poor interoperability is a problem

Inadequate interoperability recognised as inhibiting industry 

performance since 1990s

• 2002 NIST analysis conservatively estimated annual cost of 

inadequate interoperability at $15 billion per annum

(2002 UK estimate £1bn/yr)

• 2007 US survey: poor interoperability added:

• over 3% to project costs

• 3% to project schedules

• In UK, NAO: “managing inconsistent and poor-quality data 

… can take 60% to 80% of some civil servants’ time.”



2022 survey: interoperability issues

Has experienced Not experienced



Objective

“To achieve ‘greater sharing of better data’ and deliver better 

whole life outcomes in line with UK construction strategy, by 

developing a voluntary industry code of practice (and supporting 

mechanisms) for technologies to improve interoperability …”

British Standards definition: “A code of practice contains recommendations and 

supporting guidance, where the recommendations relevant to a given user have to 

be met in order to support a claim of compliance. …. Depending on the context and 

field of application, a code of practice usually reflects current good practice as 

employed by competent and conscientious practitioners.” (emphasis added)



• technology providers – developers of information management 

technologies and services used to create and provide information 

for industry users (and thus for asset owner/operators)

• Asset owner/operators – procurers of information, often also 

technology buyers and users

• design, construction, facilities/asset management professionals –

technology buyers and users, with obligations to create and provide 

information to asset owner/operators

Primary audiences for CoP



16 working group members

John Egan, CEO, 

BIMLauncher

Marek Suchoki, 

Autodesk
Simon McArthur, 

Docuping

Paul Surin,

IBM

Tom Oulton, Rider 

Levett Bucknall

Patrick Owen, 

Tideway

Fran Parkins, 

Ministry of Justice
Phil Thompson, 

NG Bailey

Bill Davis,

Ministry of Justice

50% technology providers 25% owner/operators 25% supply chain

Andrew Krebs, 

Digital Manager, 

SWECO

Andy Ward, 

CEO, XBIM
Ben Wallbank, 

BIM Strategy, 

Viewpoint

Bruno Postle, 

Diales Technical

David Bailey,

Group Property 

Systems, 

Manchester NHS

Jack Seakins, 

JLL Technologies
Jo Harris, 

Sodexo



UK Gov digital strategy (2017, 2022)

UK Gov industrial strategy (2017)

Open standards principles (2018)

CDDO Technology Code of Practice

National geospatial strategy (2020)

UK Gov national data strategy (2020)

Guidance on knowledge asset management (2021)

Data for the Public Good (2017)

Transforming Infrastructure Performance (2017)

Transport Infrastructure Efficiency Strategy (2017)

Building a Safer Future (2018)

Construction Sector Deal (2018)

Construction Playbook (2020, 2022)

UK BIM Framework (2019)

Value Toolkit (v2.0, 2022) Digital, Data and Technology Playbook (2022)

TIP Roadmap to 2030 (2021)

Context



• Interoperability

• 5 underpinning 

principles:

• Longevity

• Security

• Data ownership

• Value

• Competition

Context set Code of Practice direction

set direction …

• Playbooks, TIP Roadmap

• UK BIM Framework

• CDDO Technology Code 

of Practice

• Data for the public good

• Open standards, APIs

• Client data control

• Avoiding vendor lock-in



A consultative process

MarJan Dec 2022Late 2021 MayJan 2022 Jul

Half-day WG 
workshop – 20 July

Sep Oct Nov

Full WG meetings

Feb 

Today

Apr
2023



Draft Code of Practice: consultation

• four-week consultation period:
26 January – 22 February 2023

• draft Code of Practice available to 
download

• six online surveys
(one per main section of the Code)

• 300+ participants, 117 comments,
94% agreement with key need and 
principles, and strong support for 
technical requirements



Comments captured and reviewed

Of 117 written comments received and reviewed, a third resulted in 

changes incorporated in v1.0 of the Code 

Example amendments raised by multiple respondents:

• Clarifications about long-term access to data (eg: for warranty, 

regulatory, PII purposes)

• Underline whole life use of data for ISO 19650-3 ‘trigger 

events’

• Emphasise security and ISO 19650-5 guidance, adding 

technical requirement for user access/permissions 

management

• Improve/clarify language on ‘open standards’



Interoperability

Information created or stored 

on a technology should be 

capable of secure exchange 

with other systems so that it 

can be used and managed. 

It should not be dependent on 

the technologies or services 

used to produce or process it.



Five underpinning principles

longevity – enabling long-term findability, access, reuse and exploitation, and 

continued value, of information

security – maintaining security, confidentiality and privacy protections, while 

allowing sharing of non-sensitive information for the public good

information value – enhancing the value of information created, managed and 

shared by technology-using professionals

information ownership – ensuring enduring ownership and control by asset 

owner-operators of valuable data about the assets they own

competition – promoting fair competition between technology providers (and 

indirectly among supply chain users of technologies)



Structure of core six sections of Code

1. Definition of principle

2. Brief explanation and 

context

4. Related technical 

requirements

3. What the principle 

means for technology 

providers



Technical requirement | principles Interoperability Longevity Security Information 

ownership

Information 

value

Competition

Open standard formats and schemas    

Open APIs    

Immutability 

Metadata 

Workflow 

Identity 

Timestamps 

Versioning 

Provenance 

Backward compatibility  

Information segregation/ federation    

Security certification  

Authorisation  

Authentication  

Access user interface  

Data residency/ sovereignty   

Ownership & licensing 

Data exploitation 

Information transfer (returnability) 

Non-retention 

43



s.3: Interoperability

… the focus is on making data available in non-proprietary formats, or formats 

that are published as open standards …

Technology providers should…

… ensure that their products or services support the exchange of non-

proprietary information without loss, amendment, mis-interpretation or 

additional work for users, so that the integrity and value of information is not 

compromised.

Related technical requirements (2):

• Open standard formats and schemas - eg: standard date/time, location 

information, open relational data schemas (eg: IFC) and use cases (eg: 

COBie)

• APIs “should be used to enable effective data sharing... in interoperable, 

reusable and open formats” (DD&T Playbook); recommends OpenAPI

Specification (v3) as a standardised way of describing RESTful web APIs
44



s.4.1: Longevity

Interoperability is not a short-lived or temporary requirement, nor is it solely 

related to asset delivery or operational activities….

Informed by IMP requirements: assured, trusted, reliable information

Technology providers should …

… ensure that their products or services support the continued findability, 

accessibility, interoperability and reusability of information – including for audit 

trail, provenance or regulatory purposes – throughout the lifecycle(s) of the 

asset(s) to which it relates.

Related technical requirements (10):

45

• Open standard formats and 
schemas

• Immutability
• Metadata
• Workflow
• Identity

• Timestamps
• Versioning
• Provenance
• Backward compatibility
• Information segregation/ federation



s.4.2: Security

Information should be managed so that it maintains necessary security, 
confidentiality and privacy protections while maximising opportunities for 
appropriate sharing of non-sensitive information for the public good.

Technology providers should ...

… support a risk-based holistic approach addressing people, process, 
physical and technical security aspects in response to a documented risk 
assessment.

… adhere to advice from National Cyber Security Centre and National 
Protective Security Authority (formerly CPNI)

Related technical requirements (7)

46

• Security certification
• Authorisation
• Authentication
• User rights / permission 

management

• Access: UI
• APIs (security)
• Information segregation / federation



s.4.3: Information ownership

The asset owner-operator should procure and specify in contracts that it 
retains ownership and secures unrestricted direct control over its asset data 
for as long as required to satisfy asset lifecycle, portfolio or organisational 
information requirements.

In addition to the value of asset-related information for operational purposes, 
it will have value to an organisation as a ‘knowledge asset’. The Rose Book 
also requires that organisations retain direct control of their data assets to 
protect against failure of any third party data steward.

Technology providers should …

… ensure that their products or services help asset owner-operators to assert 
and secure unrestricted ownership and control of their asset-related 
information.

Related technical requirements (5):

47

• Ownership and licensing
• Data residency / sovereignty
• Data exploitation

• Information transfer (returnability)
• Non-retention



s.4.4: Information value
Information an asset owner-operator procures and holds should be regarded 
as an important asset with intrinsic long-term value. Information should be 
created, exchanged, (re)used and updated so that it can maximise value (and 
minimise depreciation) for the owner-operator. The value of information 
should be enhanced through appropriate sharing, collaboration and 
exploitation.

Technology providers should …

… (1) ensure they are able to help contracting authorities and their suppliers 
to maximise the value of the information deliverables that users create and 
exchange, and …

… (2) particularly when providing long-term information management 
‘stewardship’ services to an asset owner-operator, support users in 
maintaining the value of that information 

Related technical requirements (8):

48

• Open standard formats and schemas
• Security certification
• Authorisation
• Authentication

• User rights / permission management
• Access: UI
• APIs (security)
• Information segregation / federation



s.4.5: Competition

Information practices should enable fair competition – between the 

technology providers whose tools enable the creation, exchange and 

management of information, and amongst users of the tools (eg: supply chain 

businesses involved in planning, design, delivery, operation, repair and 

maintenance, and management of assets).

Interoperable data is ... important for a healthy and competitive market.

Technology providers should …

… ensure that their products or services support non-proprietary exchanges 

of information between contracting authorities and their suppliers, and 

between suppliers. 

Related technical requirements (4):

49

• Open standard formats and schemas
• APIs

• Backwards compatibility
• Information segregation / federation



Reaction / impact to date

• Very positive sentiment in comments received 

via public consultation platform

• Launch of Code public consultation covered in 

BIM Plus (27 January), and supported in 

opinion piece from technology provider (21 

February)

• Question about the Code to be included in s.10 

of BuildUK Common Assessment Standard

• Potential international application of Code 

approach (BuildingSMART Int’l)

Bridging the interoperability gap –
a BIM Plus opinion piece by a 
contributor to the CoP consultation 

https://www.bimplus.co.uk/draft-interoperability-code-of-practice-out-for-consultation/
https://www.bimplus.co.uk/bridging-the-interoperability-gap/
https://www.bimplus.co.uk/bridging-the-interoperability-gap/


The end of the beginning… next steps

• Expand awareness of Code (v 1.0) beyond industry 
launch

• Provide mechanisms for sign-up to, and support for, the 
Code, including by procurers

• Establish self-sustaining industry ‘stewardship’ of the 
Code to …

— … capture experience and industry feedback on Code adoption, including 
for procurement

—… develop ‘bronze, silver, gold’ assessment

—… develop Code version 1.1, and

—… explore international dimension

• Further communications to follow ….



Delivering Valuable Data
An interoperability code of practice for 
technologies in the built and managed 
environment

Download from:
https://www.ukbimframework.org/giig/

https://www.ukbimframework.org/giig/


A supply-chain / technology-
user perspective

Terry Stocks 





Policy / 

Programme 

Planning 

Pre-

Contract 

Contract 

Delivery
Handover Operations End of Life

Data 

Golden 

Thread 

What data is 

there to help 

define the 

problem?

What data is 

there that can 

be reliably 

shared?

Develop data 

sets for 

delivery and 

operations

Asset / data 

handover to 

allow effective 

consumption

Data shared 

between 

systems and 

stakeholders

Data led 

decision 

making, reuse 

/ renew ?

Who Needs Data ?  

There is a potential for waste at every interface!



Policy / 

Programme 

Planning 

Pre-

Contract 

Contract 

Delivery
Handover Operations End of Life

Data 

Golden 

Thread 

What data is 

there to help 

define the 

problem?

What data is 

there that can 

be reliably 

shared?

Develop data 

sets for 

delivery and 

operations

Asset / data 

handover to 

allow effective 

consumption

Data shared 

between 

systems and 

stakeholders

Data led 

decision 

making, reuse 

/ renew ?

Client 

Systems

Professional Service 

/ Contractor Systems

Client 

Systems

Supply Chain 

Systems / User 

Interfaces

We All Need Data !

There is a potential for waste at every interface!



So Why Interoperability ?

• Buying data once and using it lots of times has been an Information Management  ‘mantra’ for some time!

Perhaps it should be -

• Buying ‘Data Once’ and using it lots of times on the systems we choose! 

The current landscape forces major investment and can be a barrier to effective Information Management adoption 
and practice

Software providers working together to enable real ‘interoperability’ would help unlock effective data sharing, 
improved end to end asset data management and planning 

The Code of Practice for Interoperable Data  is therefore a key document in delivering improved UK asset 
management delivery, performance and policy alignment.  



Delivering Valuable Data
An interoperability code of practice for 
technologies in the built and managed 
environment

Download from:
https://www.ukbimframework.org/giig/

https://www.ukbimframework.org/giig/
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